![](data:image/jpeg;base64,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)

Threat Emulation Plan: APT 3

Developed by: Lrrr, Ndnd, and Jrrr

(from omicron persei 8)

Threat Emulation Plan: APT 3

# APT 3 Overview

This plan lists the threat actors’ tactics, techniques, and procedures. The information was gathered from open source intel location. The sources will be attached in ‘Appendix A - Sources’. The scope of this plan covers actions after the initial breach and compromise of the system. This action will be simulated by the trusted sources and Information Assurance team requesting this operation.

**ATT&CK Group ID:** Group/G002

**Aliases:** APT3, Gothic Panda, Pirpi, UPS Team, Buckeye, Threat Group-0110, TG-0110

**Operations:** Clandestine Wolf, Clandestine Fox, Operation Double Tap

**Target Industries:** Aerospace and Defense, Construction and Engineering, High Tech, Telecommunications, Transportation

**Objectives:** Exfiltration of documents. They have been known to target printers and file shares.

**Background:** The threat actor is believed to be based in China. The actor traditionally targets international targets, including the US. There operate in three main phases:

Phase 1 – Initial setup of C2, defense evasion techniques, and initial compromise

This phase will be simulated. No actual breaching operations will be conducted.

Phase 2 – Discovery, privilege escalation, lateral movement, persistence, and execution

This is the phase the operation will be focused on.

Phase 3 – Collection, data staging, and exfiltration

This phase will be partially simulated. No data will be moved out of the protected enclave. Data will be exfiltrated to a secure share within the enclave for emulation purposes.

## APT 3 Tools

This chart represents the tools that the threat actor has been known to use.

|  |  |  |  |
| --- | --- | --- | --- |
| **Name** | **Software Type** | **Availability** | **Notes** |
| Pirpi | Remote Access Tool | Custom | Can be emulated |
| PlugX | Remote Access Tool | Custom | Can be emulated |
| OSInfo | Info Discovery | Custom | Can be emulated |
| Pwdump | Password Dumper | Open Source |  |
| Mimikatz | Password Dumper | Open Source |  |
| Keylogger | Keylogger | Custom | Can be emulated |
| RemoteCMD | Remote Execution | Custom | Can be emulated |
| DSQuery | Info Discovery | Open Source |  |
| ChromePass | Password Dumper | Open Source |  |
| Lazagne | Password Dumper | Open Source |  |
| ScanBox | Exploit Kit | Custom | Out of scope |
|  |  |  |  |

## APT 3 Tool Functionality

This chart represents the tool and our associated emulation methods.

|  |  |  |
| --- | --- | --- |
| **Name** | **Windows Built-in** | **Metasploit** |
| Pirpi | Tasklist/ftp/net/tree/dir/cmd.exe /Rundll32.exe/netstat/taskkill/del/  ipconfig | Ps/download/execute/reflective  \_dll\_inject/enum\_ad\_computers  /tcpnetstat/ls/kill/upload |
| PlugX | Type/del/copy/tasklist/taskkill/sc/  Regedit/netstat/net/shutdown/  Cmd.exe/sqlcmd | Execute/ps/kill/reg/tcpnetstat/  Migrate/shell/run metsvc/mssql\_sql/Keyscan |
| OSInfo | Ipconfig/whoami/net/workstation/  Systeminfo/ver/set/reg query/ping  / | Ipconfig/sysinfo/reg/enum\_shares  /netenum/enum\_domain\_tokens/  Smb\_enumusers/domain\_list\_gen |
| Pwdump |  | hashdump |
| Mimikatz |  | Get\_allcreds |
| Keylogger |  | keyscan |
| RemoteCMD | Net/copy/xcopy/explorer.exe | Shell/copy |
| DSQuery | Builtin | Shell/dsquery |
| ChromePass |  | Credential\_collector |
| Lazagne |  | Credential\_collector |
| ScanBox | N/A | N/A |

# Emulation Phases

APT3 performs recon on target boxes once initial compromise has been done. They gauge the value of the target account and decide on whether to continue or try again. Once operations continue, they drop multiple backdoors on the target. Each has unique, independent C2 profiles, to provide redundancy. They continue this activity for the first few hops. Main targets for them to go after are print servers and file servers. Once they have the information they want, it is packaged up and password protected before exfiltration.

## Phase 1- Initial Compromise

During this phase phishing emails are composed and sent out. They also set up webpages and domains for C2 operations. This phase of the operation will be simulated. Access will be granted by Professor Farnsworth. The trusted insider will also be our contact for any mission related changes or problems that might arise.

## Phase 2 - Discovery and lateral movement

During this phase of the operation we will be enumerating the network and host systems in the enclave. The scope will be all systems in the enclave. Network infrastructure will be out of scope for this operation. User accounts, service accounts, and machine accounts will be targeted during this operation. As this is a training environment, every effort will be made to not bring the enclave down or conduct denial of service attacks.

### Discovery

Discovery operations will be conducted using the tools listed in chart 1-1. Based on the commands in the threat actors tool kits, a lot of time is spent enumerating the environment. Special interest is shown to members of elevated permission groups (i.e. Domain Admins, Administrators, etc.)

Appendix B has a list of specific command that will be run. The appendix is broken down into sections appropriately.

### Local Privilege Escalation

Credential dumping and persistence may require local privilege escalation. The threat actor relies on gaining high level accounts as its primary focus. This is also the objective of the operation. Privilege escalation exploits and methods will be used if high level account access can not be gained.

Appendix B has a list of specific command that will be run. The appendix is broken down into sections appropriately.

### Credential Access

APT3 has many tools available to gather credentials. The operation will emulate this action and perform multiple methods of credential gathering. Key loggers are used during this phase on the compromised systems to try to capture credentials.

Appendix B has a list of specific command that will be run. The appendix is broken down into sections appropriately.

### Lateral Movement

Information about the network and connected hosts will be gathered and processed to determine a good path to the print servers and file servers. Built-in Windows utilities as well as other methods will be used for this. The intent is to mimic the quick spread to other machines that the threat actor is known for. Using pass the hash and password reuse attacks is the primary tactic.

Appendix B has a list of specific command that will be run. The appendix is broken down into sections appropriately.

## -Exfiltration

During this phase identification of Microsoft Office documents is priority. WinRAR will be used to compress and encrypt the documents before exfil to the secure storage that is being provided by Professor Farnsworth. No data will leave the protected enclave during this phase.

Appendix B has a list of specific command that will be run. The appendix is broken down into sections appropriately.
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